IT’S EASY TO STAY SECURE

**security software**
Install antivirus and anti-spyware software. Update them and the operating system regularly.

**wireless security**
Know your network. Identity thieves prey on public and unprotected Wi-Fi networks.

**firewalls**
A firewall is your computer’s first line of defense. Ensure you enable it.

**phishing**
Don’t be a phishing scam victim. Reputable organizations will never ask for personal data, account numbers, or passwords via email.

**copyright**
Get the facts on sharing and downloading music online. It’s your job to ensure you’re downloading and sharing legally.

**passphrases**
Choose strong passphrases, change them regularly, and NEVER share them with ANYONE.

be safe with your computer
- lock your computer when walking away
- always remember to log out when finished
- never leave your laptop unattended, even for a minute
- follow these and other guidelines for staying safe online